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CEOCFO: Mr. Liapunov, what is the approach to cyber security 
at Solared?
Mr. Liapunov: Our approach is based on the understanding that 
information technology and security often do not keep up with 
advanced threats in the rapidly changing modern world. Therefore, 
real security is only possible through the building of a unified cyber 
security monitoring and management framework. Solared Cyber 
Security is focusing on these key principals by developing cyber 
security technologies and offering a range of different services.

CEOCFO: How does that play out day-to-day? What are you 
looking at and coordinating?
Mr. Liapunov: My company�s business consists of two parts: the 

development of software in the sphere of cyber security and the offering of managed detection and response services 
designed to safeguard critical information of our customers and partners from advanced cyber security threats. Regarding 
our managed detection and response, we have great experience in this field and offer access to our Security Operations 
Center and a range of services to our customers, which are big financial, manufacturing, retail and telecom companies.

CEOCFO: What are the advantages that Solared Cyber Security offers?
Mr. Liapunov: First of all, we have an excellent and highly experienced cyber research laboratory which analyzes over 
240,000 internal and external information security incidents annually, with this knowledge base helping us to provide 
extensive cyber security services to our customers. 

CEOCFO: Could you give us an example of a threat you could find and address before any other cyber security 
solution or service? How or where might you detect a threat?
Mr. Liapunov: An example of our effectiveness is the fact that none of our customers suffered from the Wannacry attack 
as it was successfully detected in advance and neutralized. Our Security Operation Center specialists detected all threats 
before they occurred and instructed our customers on how to properly protect themselves from the attack.
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